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TLP AMBER CISO
EXECUTIVE REPORT
This report corresponds to march 2025 and it is directed to
Director or VP of IT, Cyber Security, Cyber Security Compliance or
equivalent. The information is delivered following the GLESEC`s
Seven Elements Cyber Security Model (7eCSM TM), these elements
are: Risk, Vulnerabilities, Threats, Assets, Compliance, Cyber
Security Validation and Access

ABOUT THIS REPORT

The purpose of this document is to report
on the “state” of security for your
organization. It must be noted that
GLESEC bases its information analysis on
the services under contract. The
information generated by these services
is then aggregated, correlated and
analyzed.

VULNERABILITY

THREATS

OPERATIONAL
Notable Events Active For The Last Month

Notable Event Type How Many #

Non Baselined Discovered System 12

BAS Immediate Threat 26

BAS Endpoint Security 1

Change in Systems Availability 1

In the last month, several notable events have been recorded. There were 12 Non-Baselined Discovered Systems, 26 BAS
Immediate Threats, 1 BAS Endpoint Security event, and 1 Change in Systems Availability. These events highlight key areas
that may require further investigation or action.

 = Limited disclosure, restricted to participants’ organizations. Sources may use TLP:AMBER
when information requires support to be effectively acted upon, yet carries risks to privacy, reputation, or
operations if shared outside of the organizations involved. Recipients may only share TLP:AMBER
information with members of their own organization, and with clients or customers who need to know the
information to protect themselves or prevent further harm. Sources are at liberty to specify
additional intended limits of the sharing: these must be adhered to.
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