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About this report

This is a SKYWATCH report that presents the most
up-to-date information for the MSS-BAS eMail as
displayed in the service dashboard.

Cymulate Score

5%

Simulation Summary

Penetrated : 3 / Total Tests: 51

Penetrations by Severity
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Emails Sent

Emails Penetrated

Percent Penetrated

6%
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Simulations Sent/Penetrated

Category Penetrated Total

Dummy 3 12

Malware 0 11

Ransomware 0 10

Payload 0 6

Worm 0 4

Exploit 0 4

Links 0 4

Code In Email Body 0 0

True Type 0 0

 = Limited disclosure, restricted to participants’ organizations. Sources may use TLP:AMBER
when information requires support to be effectively acted upon, yet carries risks to privacy, reputation, or
operations if shared outside of the organizations involved. Recipients may only share TLP:AMBER
information with members of their own organization, and with clients or customers who need to know the
information to protect themselves or prevent further harm. Sources are at liberty to specify
additional intended limits of the sharing: these must be adhered to.
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