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GLOBAL MAP OF CRITICAL ATTACKS PER COUNTRY FOR PAST WEEK
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NOTABLE EVENTS ACTIVE
FOR THE PAST 30 DAYS
Test

Notable Event Type How Many #
Abnormal activity in the file system(s) 28
FW Alerts 1
EDR Alerts 9
Change in High or Critical Vulnerabilities 24
High Persistency Detection 50
Monitoring Event for SPLUNK CLOUD 13

 = Limited disclosure, restricted to participants’ organizations. Sources may use TLP:AMBER
when information requires support to be effectively acted upon, yet carries risks to privacy,

reputation, or operations if shared outside of the organizations involved. Recipients may only share
TLP:AMBER information with members of their own organization, and with clients or customers who need
to know the information to protect themselves or prevent further harm. Sources are at liberty to specify
additional intended limits of the sharing: these must be adhered to.




