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TLP AMBER CISO
EXECUTIVE REPORT
El informe incluye: RIESGO, Ciberseguridad e Información Operacional.

Sobre este reporte

Este informe a pedido
proporciona información de
nivel ejecutivo sobre el estado
de la ciberseguridad para su
organización, incluidos los
principales indicadores de
seguridad y rendimiento.

VULNERABILITY

Hosts & Vulnerable Hosts In Last 6 Months
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Total Vulnerability Counts In Current & Previous Month

Current Month Previous Month

Hosts Baselined 898 898

Hosts Discovered 769 817

Vulnerable Hosts 280 313

Critical Vulnerabilities Count 122 134

High Vulnerabilities Count 375 418

Medium Vulnerabilities Count 1249 1421

Low Vulnerabilities Count 257 275

Phishing Score 0 0

Email Gateway Score 6 6

Web Application Firewall Score 0 0

Web Gateway Score 17 16

Endpoint Score 36 33

Hopper Score 17 17

DLP Score 100 100

Vulnerability Metric

9%

THREATS
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Total Number of Successful MFA authentications per application

System Availability and Performance in current & previous month

Current Month Previous Month

Total Down Devices 6 2

Critical Down Devices 0 0

Total and Critical Attacks Successfully Blocked by Security Layer and Department

MSS-UTM MSS-DDOS MSS-DLP MSS-EDR

0 0 30 0
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OPERATIONAL
Notable Events Active For The Past 30 Days

Notable Event Type How Many #

Abnormal activity in the file system(s) 69

Change in Baseline Systems Discovered 1

BAS Web Security 6

Change in High or Critical Vulnerabilities 11

BAS Immediate Threat 18

 = Limited disclosure, restricted to participants’ organizations. Sources may use TLP:AMBER
when information requires support to be effectively acted upon, yet carries risks to privacy, reputation, or
operations if shared outside of the organizations involved. Recipients may only share TLP:AMBER
information with members of their own organization, and with clients or customers who need to know the
information to protect themselves or prevent further harm. Sources are at liberty to specify
additional intended limits of the sharing: these must be adhered to.
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